
                                                     

                                                                   

                      

Cyber security doesn't need to be confusing 
or daunting, but it does need to be taken 
seriously.

There’s countless examples in the media of businesses and 
livelihoods being harmed by cyber-criminals. It’s an economy 
worth more than $1.5 trillion USD (University of Surrey, 9 month 
study).

Cyber-crime is lucrative and will continue to evolve. Your 
business needs to evolve too if you want to minimise the risk of 
an attack. 

Start your cyber security journey by asking...

  
Book your 

cyber security
assessment

      The time is now to protect your business  
Workstation 

& server 
protection

Dark web
monitoring for
exposed data

24/7 Office 365 
monitoring & at-risk 
application updates 

Spam & 
corrupt email 

blocking

Regular team 
education & 

simulation testing

You can lean on us to 
significantly reduce 

your vulnerability 

What can I do  
to improve? 3How secure  

should it  be? 2
If we find any gaps, 

you’ll know what 
they are  

How secure is 
my business?1
We audit your 

existing technology 
environment 

www.efex.com.au/cyber-security

A non-negotiable for your business
Cyber security



Cyber security inclusions Essentials Premium

Compliance with ACSC Essential 8 maturity Level 0 Level 1*

Endpoint protection – Workstations and servers

Email filtering - Filters emails for malware, viruses and spam

Dark web monitoring - Monitoring of dark web for exposed information  

Regular security education - Monthly phishing simulation training to keep staff alert  

24/7 Security operations centre (SOC) - Monitoring Office 365   

24/7 Security operations centre (SOC) - Monitoring all endpoints & servers

Patching - Operating system and third party support applications  

Security standard - Alignment to the efex Office 365 security policy with monthly reporting

Bundled support - 1 hour incident response per month

Vulnerability scan - daily scan to identify & close vulnerabilities (up to 3 IP addresses)

Extended content & ad-blocking - covering computers, servers, printers & tablets

Allowlisting - only allows the applications you trust

* Back up & disaster recovery (BCDR) to comply with ACSC Essential 8 maturity Level 1 Pending
assessment

Price per month/user or server $30.00 $60.00

      

Essential 8 onboarding assessment

Users 1-10 11-20 21-50 51-150 150+

Price $990 $1,490  $2,390 $5,490 POA

A non-negotiable for your business
Cyber security
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Optional add-ons

Password manager Secure password storage & 
management

$12/user
per month

Multi-site vulnerability 
scans

Detect vulnerabil it ies across all 
public facing IP addresses

Daily scan & incident 
response (if required) $5 per IP address


